**ANHANG 1**

**HES Datenschutzerklärung**

Mitarbeiter / Bewerber / Vertragspartner

Bitte sicherstellen, dass die nachstehenden Verzeichnisse aktuell und vollständig sind.

HES Geschäftseinheit einfügen und alle seine unmittelbaren und mittelbaren Tochtergesellschaften („**\*\*\***”) besitzen und erfassen vor, während und nach Ihrem Beschäftigungsverhältnis personenbezogene Daten von Ihnen, wenn Sie sich auf eine Stelle bei HES Geschäftseinheit einfügen bewerben und Sie für uns auf Vertragsbasis arbeiten. HES Geschäftseinheit einfügen respektiert Ihren Datenschutz und wird Ihre Daten unter Einhaltung der anwendbaren Arbeitsgesetze und Datenschutzgesetze verwenden, einschließlich der Datenschutz-Grundverordnung. In dieser Richtlinie beschreiben wir, wie und für welche Zwecke HES Geschäftseinheit einfügen Ihre personenbezogenen Daten erfasst und verwendet.

Die Unternehmen, die Ihre personenbezogenen Daten verarbeiten, sind:

HES-Geschäftseinheit einfügen

1. **WESSEN... personenbezogene Daten werden verwendet?**

HES Geschäftseinheit erfasst und verwaltet personenbezogene Daten u. a. in Bezug auf Mitarbeiter, Vertragspartner, Zeitarbeitskräfte, Bewerber sowie Familienangehörige oder andere Kontaktpersonen (für Notfälle).

1. **WELCHE... personenbezogene Daten werden verwendet?**

Personenbezogene Daten oder personenbezogene Informationen sind alle Informationen, die sich auf eine identifizierte oder identifizierbare natürliche Person beziehen. Abhängig von den Umständen können wir die folgenden Kategorien Ihrer personenbezogenen Daten erfassen, speichern und nutzen (zusammen: verarbeiten):

* + - Personenbezogene Kontaktdaten, u. a. Name, Titel, Anschriften, Telefonnummern und E-Mail-Adressen;
    - Geburtsdatum;
    - Geschlecht;
    - Sozialversicherungsnummer / Bürgerservicenummer / BSN-Nummer;
    - Personalausweisnummer;
    - Personenstand und Familienangehörige;
    - nächste Angehörige und Kontaktdaten für Notfälle;
    - Kontodaten, Lohnabrechnungen und Informationen zur Steuerklasse;
    - Informationen zu Gehalt, Urlaub, Rente und Sozialleistungen;
    - Beginn des Beschäftigungsverhältnisses in der jeweiligen Position;
    - Ort der Beschäftigung oder des Arbeitsplatzes;
    - Kopie der Identitätsnachweise, u. a. Pass, Führerschein, Rechnung eines Versorgungsunternehmens;
    - Einstellungsunterlagen (einschließlich Kopien der Arbeitserlaubnis, Referenzen sowie weiterer Informationen, einschließlich Lebenslauf oder Anschreiben oder im Rahmen eines Bewerbungsverfahrens);
    - Beschäftigungsunterlagen (einschließlich Stellenbezeichnung, beruflicher Werdegang, Arbeitsstunden, Ausbildungsdokumente und Mitgliedschaften in Berufsverbänden);
    - Gehälter/Zahlungen in der Vergangenheit;
    - Leistungsinformationen, einschließlich Beurteilungsergebnissen und Referenzen;
    - Disziplinar- und Beschwerdeinformationen;
    - Informationen über Ihre Nutzung unserer Informations- und Kommunikationssysteme;
    - Fotos.

Wir können auch sensiblere personenbezogene Daten (im gesetzlich zulässigen Umfang) über Ihre berufsbezogene Gesundheit verarbeiten, so z. B. Erkrankungen, Arbeitsfähigkeit und Fehlzeiten (außer Urlaub).

Diese personenbezogenen Daten werden in regelmäßigen Abständen aktualisiert, z. B. wenn wir direkt von Ihnen neue Informationen erhalten. Es ist wichtig, dass die personenbezogenen Daten, die wir über Sie führen, korrekt und aktuell sind. Bitte informieren Sie uns, wenn sich Ihre personenbezogenen Daten während Ihrer Arbeitsbeziehung mit uns ändern.

1. **WARUM… werden Ihre personenbezogenen Daten verwendet?**

Wir werden Ihre personenbezogenen Daten nur verarbeiten, wenn dies gesetzlich zulässig ist und/oder es uns auferlegt ist, dies zu tun.

Wir sind gesetzlich verpflichtet, eine gesetzlich verankerte Grundlage für die Verarbeitung Ihrer Daten zu haben. Wenn Sie bei HES Geschäftseinheit arbeiten oder sich dort für eine Stelle bewerben, erfolgt unsere Verarbeitung Ihrer personenbezogenen Daten auf der folgenden Rechtsgrundlage:

* + 1. zur Erfüllung eines Vertrages, zu dem die Betroffene Person eine Partei ist, oder zur Erbringung vorvertraglicher Maßnahmen, die sich aus einer Anfrage von Ihnen ergeben und die für das Schließen des Vertrages erforderlich sind, z. B. Ihren Arbeitsvertrag;
    2. die Verarbeitung ist erforderlich, um gesetzliche oder behördliche Auflagen zu erfüllen (u. a. Auflagen im Falle einer längerfristigen Erwerbsunfähigkeit);
    3. die Verarbeitung ist erforderlich, um Ihre wesentlichen Interessen zu sichern (z. B. Notfallkontaktdaten für Ihre Angehörigen bei einem Unfall); und/oder
    4. die Verarbeitung dient den legitimen Interessen von HES Geschäftseinheit bei der Ausübung seiner Grundrechte und der Grundrechte seiner Mitarbeiter im Hinblick auf das Führen eines Unternehmens auf eine Weise, die nicht in ungebührlicher Weise Ihre Interessen oder Grundrechte beeinträchtigt. Wenn die Verarbeitung für die legitimen Interessen von HES Geschäftseinheit erforderlich ist, gewährleisten wir, dass die Verarbeitung auf eine Weise erfolgt, dass unsere legitimen Interessen die Interessen der betreffenden Person überwiegen.

Wir werden Ihre personenbezogenen Daten nur für die Zwecke verwenden, für die sie erfasst wurden, außer wenn wir es für vertretbar halten, diese für einen anderen Zweck einzusetzen und dieser Zweck mit dem ursprünglichen Zweck vereinbar ist. Wenn wir Ihre personenbezogenen Daten für einen anderen Zweck einsetzen, werden wir Sie darüber informieren und Ihnen die Rechtsgrundlage erläutern, die uns diese Handlung gestattet.

Das Unternehmen erfasst und verarbeitet personenbezogene Daten:

* + 1. zur Erfüllung unserer Pflichten als Arbeitgeber gegenüber Ihnen als Mitarbeiter oder einzelner Vertragspartner, wenn Sie Arbeiten für HES Geschäftseinheit und wenn Sie Ihre Beschäftigung bei HES Geschäftseinheit beginnen, was bedeutet, dass wir Ihren Arbeitsvertrag oder Ihre Dienstleistungsvereinbarung erfüllen, sowie alle weiteren Vorkehrungen, die wir in Bezug auf Ihren Arbeitsvertrag vereinbart haben. Dies schließt ein:
    - die Entscheidung über Ihre Einstellung oder Ernennung (einschließlich der Bestätigung, ob Sie eine Arbeitserlaubnis haben);
    - die berufliche Entwicklung und Leistungsbeurteilung (einschließlich Ausbildung und Entscheidungen über Gehaltsrunden und Vergütung);
    - Personalplanung (diese schließt ein (1) Beurteilung Ihrer Arbeitsfähigkeit, z. B. Drogen- und Alkoholtests; (2) Verwaltung krankheitsbedingter Abwesenheit, (3) Erfüllung (interner und gesetzlicher) Auflagen in den Bereichen Gesundheit und Sicherheit, (4) Verwenden von Informationen in Bezug auf Freistellungen, die Krankmeldungen oder familiär bedingte Freistellungen einschließen können, und (5) Verwenden von Informationen über Ihre körperliche und geistige Gesundheit und Sicherheit oder über Ihren Behinderungsgrad, um Ihre Gesundheit und Sicherheit am Arbeitsplatz zu gewährleisten, um Ihre Arbeitsfähigkeit zu beurteilen, angemessene Arbeitsplatzanpassungen vorzunehmen, Krankheitstage zu überwachen und zu verwalten und Leistungen anzubieten;
    - Versetzung von Mitarbeitern;
    - Managementberichterstattung;
    - Nachfolgeplanung;
    - Disziplinarangelegenheiten;
    - Überwachung der Chancengleichheit;
    - Verwaltung von Gehältern und Sozialleistungen;
    - Berechnung und Zahlung von Steuern;
    - rechtliche und Compliance-Zwecke, und
    - alle weiteren Zwecke, die in Zusammenhang mit der Erfüllung und Durchführung Ihres Arbeitsvertrages erforderlich sind.
    1. Umgang mit Rechtsstreits, die Sie oder andere Mitarbeiter, Arbeiter und Vertragspartner involvieren, einschließlich Arbeitsunfällen;
    2. Geschäftsführung und -planung, einschließlich Buchhaltung und Revision;
    3. Förderung der Sicherheit und des Schutzes von Personen, Räumlichkeiten, Systemen und Vermögenswerten. Dies schließt ein:
    - Überwachung Ihrer Nutzung unserer Informations- und Kommunikationssysteme, um die Compliance mit unseren IT-Richtlinien zu gewährleisten;
    - um die Netzwerk- und Informationssicherheit zu gewährleisten, einschließlich zur Verhinderung eines unbefugten Zugriffs auf unsere Computer und elektronischen Kommunikationssysteme und zur Verhinderung der Verbreitung von Schadsoftware;
    - Durchführen von Datenanalysen zur Überprüfung und zum besseren Verständnis der Mitarbeiterbindung und des Mitarbeiterabgangs;
    1. Überwachung der Compliance von internen Richtlinien und Verfahren. Dies schließt unsere Aktivitäten zur Verhinderung von Betrug ein;
    2. Verwaltung von Kommunikationssystemen und anderen Systemen, die von HES Geschäftseinheit verwendet werden (einschließlich interner Kontaktdatenbanken);
    3. Untersuchen bzw. Beantworten von Zwischenfällen und Beschwerden;
    4. Einhaltung von Pflichten und Rechten und Kooperation bei Untersuchungen, die von Polizei, Regierung oder Regulierungsbehörden durchgeführt werden; und
    5. Datenübertragung an Dritte (siehe unten).

1. **WAS... geschieht, wenn Sie keine personenbezogenen Daten zur Verfügung stellen?**

Wenn es sich bei unserer Bitte nach Ihren personenbezogenen Daten um eine gesetzliche oder vertragliche Verpflichtung oder um eine Anforderung handelt, die für den Vertragsabschluss erforderlich ist, könnte es zur Folge haben, dass Sie unsere Büros nicht betreten dürfen, wir keinen Vertrag mit Ihnen schließen können (oder mit Ihrem Arbeitgeber oder einem mit Ihnen verbundenen Unternehmen) oder wir die Erfüllung unseres Vertrags mit Ihnen (oder mit Ihrem Arbeitgeber oder einem mit Ihnen verbundenen Unternehmen) aussetzen müssen.

1. **WEM... legt** HES Geschäftseinheit **meine personenbezogenen Daten offen?**

Wir können Ihre personenbezogenen Daten an Dritte weiterleiten, um die oben erläuterten Zwecke abzuschließen. Dritte schließen Dienstleistungsdrittanbieter (einschließlich Vertragspartner und benannte Vertreter) und andere Geschäftseinheiten innerhalb des HES International-Konzerns ein. Alle unsere Dienstleistungsdrittanbieter sind verpflichtet, geeignete Sicherheitsmaßnahmen zum Schutz Ihrer personenbezogenen Daten in Übereinstimmung mit unserer Datenschutzrichtlinie zu ergreifen. Wir gestatten unseren Dienstleistungsdrittanbietern nicht, Ihre personenbezogenen Daten für eigene Zwecke zu verwenden. Wir gestatten ihnen lediglich, Ihre personenbezogenen Daten für spezifische Zwecke und in Übereinstimmung mit unseren Anweisungen zu verarbeiten.

Die nachstehenden Aktivitäten könnten von Dienstleistungsdrittanbietern ausgeführt werden: Lohnabrechnung, Rentenverwaltung, Bereitstellung und Verwaltung von Sozialleistungen, IT-Dienste und Personaldienstleistungen. Alle unsere Dienstleistungsdrittanbieter sind verpflichtet, geeignete Sicherheitsmaßnahmen zum Schutz Ihrer personenbezogenen Daten in Übereinstimmung mit unserer Datenschutzrichtlinie zu ergreifen.

Wir können Ihre personenbezogenen Daten anderen Geschäftseinheiten des HES International-Konzerns im Rahmen unserer regelmäßigen Meldetätigkeiten zu Unternehmens- und/oder Konzernergebnissen, im Kontext einer Neuorganisation des Unternehmens oder Neustrukturierung des Konzerns, zur Unterstützung der Systemwartung und des Hosting von Daten offenlegen oder wenn wir der Meinung sind, eine andere Geschäftseinheit des Konzerns sei besser geeignet, um Ihre Eignung für eine potenzielle Stelle zu beurteilen. Wir können Ihre personenbezogenen Daten auch einer Person offenlegen, die unser Unternehmen und unsere Vermögenswerte oder relevante Teile des-/derselben übernimmt.

Unter besonderen Umständen können wir Ihre Daten auch zuständigen Regulierungsbehörden, Staatsanwaltschaften und anderen staatlichen Stellen oder Gegenparteien von Gerichtsverfahren in einem anderen Staat oder Gebiet offenlegen.

1. **LEGT...** HES Geschäftseinheit **meine personenbezogenen Daten außerhalb des Europäischen Wirtschaftsraumes offen?**

Wir übermitteln Ihre personenbezogenen Daten nicht außerhalb des Europäischen Wirtschaftsraumes.

1. **WAS... unternimmt** HES Geschäftseinheit**, um meine personenbezogenen Daten zu schützen?**

Wir verfügen über geeignete Sicherheitsmaßnahmen, um zu verhindern, dass Ihre personenbezogenen Daten unbeabsichtigt verlorengehen, auf unbefugte Weise genutzt oder abgerufen, geändert oder offengelegt werden. Darüber hinaus beschränken wir den Zugang zu Ihren personenbezogenen Daten auf jene Mitarbeiter, Vertreter, Vertragspartner und andere Dritte, die diesen Zugang für Geschäftszwecke benötigen. Diese dürfen Ihre personenbezogenen Daten ausschließlich gemäß unseren Anweisungen verarbeiten, und sie sind zur Vertraulichkeit verpflichtet. Wir haben Verfahren für den Umgang mit mutmaßlichen Verstößen gegen die Datensicherheit eingeführt, und wir werden Sie und jede zuständige Regulierungsbehörde über einen mutmaßlichen Verstoß informieren, sofern wir dazu gesetzlich verpflichtet sind.

1. **WIE... lange speichert** HES Geschäftseinheit **meine personenbezogenen Daten?**

HES Geschäftseinheit ist bestrebt, personenbezogene Daten nur im erforderlichen Mindestumfang zu erfassen. Wir bewahren Ihre personenbezogenen Daten solange auf, wie dies für die Zwecke, für die diese Daten erfasst wurden, erforderlich ist. Die genaue Dauer hängt vom Grund ab, aus dem wir Ihre personenbezogenen Daten erfassen. Wir bestimmen diese Dauer in Übereinstimmung mit der HES-Richtlinie für die Aufbewahrung von Dokumenten.

Unter bestimmten Umständen können wir Ihre personenbezogenen Daten anonymisieren, so dass diese nicht mehr mit Ihnen in Verbindung gebracht werden können, wobei wir in diesem Fall diese Daten ohne weitere Benachrichtigung Ihrer Person verwenden können. Wenn Sie kein Mitarbeiter, Arbeiter, Vertragspartner oder Kandidat oder eine Person sind, die bei einem Kunden oder potenziellen Kunden von uns arbeitet, werden wir Ihre personenbezogenen Daten in Übereinstimmung mit anwendbaren Gesetzen und Vorschriften aufbewahren und sicher vernichten.

1. **WELCHE... Rechte habe ich?**

Unter bestimmten Umständen, wie gesetzlich geregelt, haben Sie das Recht:

* + - die **Offenlegung** Ihrer personenbezogenen Daten zu beantragen (auch bekannt als „Auskunftsrecht der Betroffenen Person“). Sie können uns fragen, ob wir personenbezogene Daten von Ihnen verarbeiten. Ist dies der Fall, können Sie eine Kopie der personenbezogenen Daten, die wir über Sie führen, und eine Überprüfung beantragen, dass unsere Verarbeitung rechtmäßig ist;
* **eine Korrektur** der personenbezogenen Daten zu fordern, die wir über Sie führen. Dies ermöglicht Ihnen, unvollständige oder falsche Daten, die wir über Sie führen, zu ergänzen bzw. zu korrigieren;
* **auf Löschung (Recht auf Vergessenwerden)**. Dies ermöglicht Ihnen, von uns zu fordern, die personenbezogenen Daten zu löschen oder zu entfernen, für die kein guter Grund vorliegt, dass sie von uns weiterhin verarbeitet werden. Sie haben des Weiteren das Recht, von uns zu fordern, personenbezogene Daten zu löschen oder zu entfernen, für die Sie Ihr Recht auf Widerspruch zur Verarbeitung (siehe unten) wahrgenommen haben;
* **auf Widerspruch zur Verarbeitung Ihrer personenbezogenen Daten**, wenn wir uns auf ein legitimes Interesse berufen (oder das eines Dritten) und Sie aus Gründen, die sich aus ihrer besonderen Situation ergeben, gegen die Verarbeitung Widerspruch einlegen. Sie haben außerdem das Recht auf Widerspruch, wenn wir Ihre personenbezogenen Daten für die Direktwerbung einsetzen;
* **auf Beschränkung der Verarbeitung Ihrer personenbezogenen Daten**. Dies ermöglicht es Ihnen, uns aufzufordern, die Verarbeitung Ihrer personenbezogenen Daten auszusetzen, z. B. wenn Sie aus auffordern, deren Richtigkeit zu prüfen oder den Grund für deren Verarbeitung zu nennen;
* **auf Übermittlung Ihrer personenbezogenen Daten** an Sie oder einen Dritten in einem strukturierten, gängigen und maschinenlesbaren Format (auch bekannt als „Recht auf Datenübertragbarkeit”).

Falls Sie eines dieser Rechte wahrnehmen möchten, können Sie sich an den Compliance-Beauftragten vor Ort wenden, siehe Abschnitt 10. Sie müssen für den Zugang zu Ihren personenbezogenen Daten (oder die Wahrnehmung eines der anderen Rechte) keine Gebühr bezahlen. Wir können jedoch eine angemessene Gebühr erheben, wenn Ihr Antrag auf Zugang eindeutig unbegründet oder übermäßig ist. Alternativ können wir uns weigern, unter diesen Umständen dem Antrag zu entsprechen.

Wir können ggf. bestimmte Daten von Ihnen zur Bestätigung Ihrer Identität und zur Gewährleistung Ihres Recht auf Auskunft (oder die Wahrnehmung anderer Rechte) einholen. Dies ist eine weitere geeignete Sicherheitsmaßnahme, um sicherzustellen, dass personenbezogene Daten keiner Person offengelegt werden, die nicht berechtigt ist, diese zu erhalten.

1. **WEN... kann ich bei Fragen oder Bedenken kontaktieren?**

Falls Sie (mögliche) Bedenken zu dieser Datenschutzerklärung haben, können Sie diese dem Chief Compliance Officer (compliance@hesinternational.eu) melden. Bei Fragen oder Anfragen können Sie auch Ihren Compliance-Beauftragten vor Ort kontaktieren.

Sie haben auch jederzeit das Recht, eine Beschwerde über unsere Verarbeitung Ihrer personenbezogenen Daten bei einer Datenschutzbehörde einzureichen. Die relevanten Kontaktdaten finden Sie hier: <https://ec.europa.eu/justice/article-29/structure/data-protection-authorities/index_en.htm>.

1. **WIE... handhaben Sie Änderungen an dieser Datenschutzerklärung?**

Diese Datenschutzerklärung wird überprüft und kann darüber hinaus von Zeit zu Zeit überarbeitet werden, um beispielsweise Änderungen gesetzlicher Vorschriften, regulatorischen Entwicklungen oder organisatorischen Änderungen Rechnung zu tragen.

Eine neue Datenschutzerklärung wird Ihnen übermittelt, wenn wesentliche Änderungen vorgenommen werden. Wir können Sie auch von Zeit zu Zeit auf andere Weise über die Verarbeitung Ihrer personenbezogenen Daten informieren.

1. **Aktualisierungshistorie**

|  |  |  |  |
| --- | --- | --- | --- |
| **FASSUNG** | **ÜBERARBEITET VON** | **BESCHREIBUNG** | **ÜBERARBEITUNGSDATUM** |
|  |  |  |  |