**ANNEXE 1**

**Déclaration de confidentialité de HES**

Collaborateurs / Postulants / Contractants

Vous assurer que les listes ci-dessous sont à jour et complètes.

Saisir entité HES et toutes ses filiales directes et indirectes (« **\*\*\*** ») possèdent et collecteront des données personnelles vous concernant avant, pendant et après votre relation de travail, si vous postulez à un emploi chez Saisir entité HES et si vous travaillez pour nous sur une base contractuelle. Saisir entité HES respecte votre vie privée et traitera vos données conformément aux législations applicables en matière d'emploi et de protection des données, y compris le Règlement général sur la protection des données. Dans la présente Politique, nous décrivons comment et à quelles fins Saisir entité HES collecte et utilise vos données personnelles.

Les entreprises qui traitent vos informations personnelles sont :

Saisir l'entité HES

1. **À QUI APPARTIENNENT... les Données personnelles utilisées ?**

Entité HES collecte et traite des Données personnelles concernant, entre autres, les collaborateurs, les contractants, les intérimaires, les candidats, ainsi que les membres de leur famille ou d'autres personnes de contact (à des fins d'urgence).

1. **À QUI APPARTIENNENT... les Données personnelles utilisées ?**

Est entendu par Données personnelles, ou informations personnelles, toute information concernant une personne physique identifiée ou identifiable. En fonction des circonstances, nous pouvons collecter, stocker et utiliser (ensemble : traiter) les catégories suivantes de vos informations personnelles :

* + - Coordonnées de contact telles que nom, titre, adresses, numéros de téléphone et adresses électroniques.
    - Date de naissance.
    - Sexe.
    - Numéro de sécurité sociale / numéro de service aux citoyens / numéro BSN.
    - Numéro du document d'identité.
    - État civil et personnes à charge.
    - Parent le plus proche et coordonnées des personnes à contacter en cas d'urgence.
    - Coordonnées bancaires, fiches de paie et informations sur la situation fiscale.
    - Informations sur les salaires, les congés annuels, les pensions et les avantages sociaux.
    - Date(s) d'entrée en fonction.
    - Lieu d'emploi ou de travail.
    - Copie des documents d'identité, tels que passeport, permis de conduire, factures de services publics.
    - Informations relatives au recrutement (y compris copies des documents relatifs au droit au travail, références et autres informations incluses dans un C.V. ou une lettre de motivation, ou dans le cadre du processus de candidature).
    - Données relatives à l'emploi (y compris titres, antécédents professionnels, horaires de travail, dossiers de formation et affiliations professionnelles).
    - Historique des salaires/paiements.
    - Informations sur les performances, comprenant également les résultats des évaluations et les références.
    - Informations sur les mesures disciplinaires et les réclamations.
    - Informations sur votre utilisation de nos systèmes d'information et de communication.
    - Photographies.

Nous pouvons également traiter – dans la mesure où les lois applicables le permettent – des informations personnelles plus sensibles concernant votre santé en rapport avec votre travail, y compris, par exemple, toute situation médicale, capacité de travail et tout enregistrement d'absence (hors congés).

Ces Données personnelles seront mises à jour de temps à autres, par exemple en recevant directement de nouvelles informations de votre part. Il est important que les informations personnelles que nous détenons à votre sujet soient exactes et à jour. Dans le cas où vos informations personnelles changeraient au cours de votre relation de travail avec nous, nous vous prions de nous en informer.

1. **POURQUOI... vos Données personnelles sont-elles utilisées ?**

Nous ne traiterons vos informations personnelles que lorsque la loi nous le permet et/ou nous y oblige.

La loi nous oblige à disposer d'une base juridique pour traiter les informations que nous détenons à votre sujet. Lorsque vous travaillez chez entité HES, ou que vous postulez pour un emploi au sein de cette entité, notre traitement de vos informations personnelles est fondé sur les bases juridiques suivantes :

* + 1. lors de l'exécution d'un contrat auquel la personne concernée est partie ou lors de la mise en œuvre de mesures précontractuelles résultant d'une demande de votre part et qui sont nécessaires à la conclusion d'un contrat, tel que votre contrat de travail ;
    2. le traitement est nécessaire pour satisfaire à des obligations légales ou réglementaires (telles que l'administration requise en cas d'incapacité professionnelle de longue durée) ;
    3. le traitement est nécessaire pour garantir un de vos intérêts vitaux (par exemple, les coordonnées de votre parent le plus proche en cas d'urgence) ; et/ou
    4. le traitement est nécessaire dans l'intérêt légitime de entité HES d'exercer ses droits fondamentaux et de ceux de son Personnel de gérer une activité sans affecter indûment vos intérêts ou vos libertés et droits fondamentaux. Lorsque le traitement est nécessaire pour les intérêts légitimes de entité HES, nous veillons à ce que le traitement soit effectué de manière à ce que nos intérêts légitimes l'emportent sur tout intérêt personnel.

Nous n'utiliserons vos informations personnelles qu'aux fins pour lesquelles nous les avons collectées, sauf si nous avons des motifs légitimes de penser que nous devons les utiliser pour un autre motif et que celui-ci est compatible avec l'objectif initial. Si nous devons utiliser vos informations personnelles pour un motif différent, nous vous en informerons et nous vous expliquerons la base juridique qui nous autorise à le faire.

Notre entreprise collecte et traite des informations personnelles pour :

* + 1. Afin de satisfaire à nos obligations envers vous en tant qu'employeur ou contractant individuel lorsque vous commencez à collaborer avec entité HES et lorsque vous commencez à travailler pour entité HES, ce qui signifie que nous respecterons votre contrat de travail ou votre contrat de service, ainsi que tous les autres accords que nous avons convenus dans le cadre de votre contrat de travail. Ceci recouvre :
    - Les prises de décision concernant votre recrutement ou votre nomination (y compris la confirmation que vous êtes légalement autorisé à travailler) ;
    - Le développement de carrière et l'évaluation des performances (y compris les formations et prises de décisions concernant les révisions de salaire et la rémunération) ;
    - La planification des effectifs qui comprend (1) la vérification de votre aptitude au travail, par exemple par des tests de dépistage de drogues et d'alcool ; (2) la gestion des congés maladie ; (3) le respect des obligations (internes et légales) en matière de santé et de sécurité) ; (4) l'utilisation des informations relatives aux congés, qui peuvent inclure les absences pour maladie ou les congés pour raisons familiales ; et (5) l'utilisation des informations relatives à votre santé physique ou mentale ou à votre handicap pour assurer votre santé et votre sécurité sur le lieu de travail, pour évaluer votre aptitude au travail, pour procéder aux adaptations nécessaires du lieu de travail, pour contrôler et gérer les absences pour maladie et administrer les avantages sociaux ;
    - Transfert de salariés ;
    - Rapports de la direction ;
    - Planning de succession ;
    - Questions disciplinaires ;
    - Suivi de l'égalité des chances ;
    - Administration des salaires et des avantages sociaux ;
    - Calcul et paiement des impôts ;
    - Fins juridiques et de conformité ; et
    - Toute autre fin nécessaire à la mise en œuvre et à l'exécution de votre contrat de travail.
    1. Traitement des litiges juridiques vous concernant ou concernant d'autres collaborateurs, salariés et contractants, y compris les accidents du travail.
    2. Gérer et planifier l'activité, y compris la comptabilité et l'audit.
    3. Promouvoir la sécurité et la protection des personnes, des locaux, des systèmes et des biens. Ceci recouvre :
    - La surveillance de l'utilisation que vous faites de nos systèmes d'information et de communication afin de garantir le respect de nos politiques informatiques ;
    - Assurer la sécurité des réseaux et de l'information, notamment en empêchant l'accès non autorisé à nos systèmes informatiques et de communications électroniques et en prévenant la diffusion de logiciels malveillants ;
    - La conduite d'études analytiques des données pour examiner et mieux comprendre les taux de roulement de personnel ;
    1. La surveillance du respect des politiques et procédures internes. Ceci inclut nos activités de prévention des fraudes ;
    2. L'administration des communications et autres systèmes utilisés par entité HES (y compris les bases de données de contacts internes) ;
    3. Les enquêtes ou réactions aux incidents et aux réclamations ;
    4. Le respect des obligations et des droits ainsi que la collaboration aux enquêtes menées par la police, le gouvernement ou les autorités de réglementation ; et
    5. Le transfert de données à des tiers (voir aussi ci-dessous).

1. **QUE... se passe-t-il si vous ne fournissez aucune Donnée personnelle ?**

Lorsque notre demande d'informations personnelles est une obligation légale ou contractuelle, ou est nécessaire pour conclure un contrat, et que vous ne fournissez pas ces informations, la conséquence pourrait être que vous ne soyez pas autorisé à pénétrer dans nos bureaux, que nous ne puissions pas conclure de contrat avec vous (ou votre employeur ou toute entreprise qui vous est liée) ou que nous devions suspendre l'exécution de notre contrat avec vous (ou votre employeur ou toute entreprise qui vous est liée).

1. **AVEC QUI...** entité HES **partage-t-elle mes données personnelles ?**

Nous pouvons partager vos informations personnelles avec des Tiers afin de compléter l'ensemble des objectifs que nous avons expliqués ci-dessus. Le terme « Tiers » recouvre les Prestataires de services Tiers (y compris les sous-traitants et les agents désignés) et toute autre entité au sein du groupe HES International. Tous nos Prestataires de services Tiers sont tenus de prendre des mesures de sécurité adéquates pour protéger vos informations personnelles conformément à notre Politique de confidentialité. Nous n'autorisons pas nos Prestataires de services Tiers à utiliser vos informations personnelles à leurs propres fins. Nous ne les autorisons à utiliser vos informations personnelles que pour des motifs spécifiés et conformément à nos instructions.

Les activités suivantes peuvent être réalisées par des Prestataires de services Tiers : paies, administration des pensions, prestations et administration des avantages sociaux, services informatiques et services de recrutement. Tous nos Prestataires de services Tiers sont tenus de prendre des mesures de sécurité adéquates pour protéger vos informations personnelles conformément à notre Politique de confidentialité.

Nous pouvons partager vos informations personnelles avec d'autres entités du groupe HES International dans le cadre de nos activités régulières de reporting sur les performances de l'entreprise et/ou du groupe, dans le contexte d'une réorganisation commerciale ou dans l'exercice d'une restructuration du groupe, pour le soutien de la maintenance du système et l'hébergement des données, ou lorsque nous considérons qu'une autre entité du groupe est mieux placée pour examiner votre aptitude à assumer un rôle potentiel. Nous pouvons également partager vos Données personnelles avec une personne qui reprend notre entreprise et nos actifs ou des parties importantes de ceux-ci.

Dans des circonstances exceptionnelles, nous pouvons également partager vos informations avec les Autorités de réglementation, Autorités pénales et autres organes gouvernementaux compétents, ou avec les parties à un litige, dans tout pays ou territoire.

1. **EST-CE QUE...** entité HES **partage mes données personnelles en dehors de l'Espace économique européen ?**

Nous ne transférons pas de Données personnelles en dehors de l'Espace économique européen.

1. **QUE... fait** entité HES **pour protéger mes données personnelles ?**

Nous avons mis en place des mesures de sécurité adéquates pour éviter que vos informations personnelles ne soient accidentellement perdues, utilisées ou consultées de manière non autorisée, modifiées ou divulguées. En outre, nous limitons l'accès à vos informations personnelles aux collaborateurs, agents, contractants et autres Tiers qui ont un besoin professionnel de les connaître. Ils ne peuvent traiter vos informations personnelles que sur nos instructions et sont soumis à un devoir de confidentialité. Nous avons mis en place des procédures pour traiter toute suspicion de violation de la sécurité des données et nous vous informerons, ainsi que toute autorité de régulation compétente, de toute suspicion de violation lorsque nous sommes légalement tenus de le faire.

1. **COMBIEN... de temps** entité HES **stocke-t-elle mes données personnelles ?**

Entité HES vise à ne collecter que le minimum de données personnelles requises. Nous ne conserverons vos informations personnelles que le temps nécessaire à la réalisation des objectifs pour lesquels nous les avons collectées. La période spécifique dépend de la raison pour laquelle nous disposons de vos Données personnelles. Nous déterminons cette période conformément à notre Politique de conservation des documents.

Dans certaines circonstances, nous pouvons anonymiser vos informations personnelles afin qu'elles ne puissent plus être associées à vous, auquel cas nous pouvons utiliser ces informations sans autre notification. Une fois que vous n'êtes plus collaborateur, salarié, contractant ou candidat, et que vous ne travaillez plus chez un de nos clients ou clients potentiels, nous conservons et détruisons en toute sécurité vos informations personnelles conformément aux législations et réglementations en vigueur.

1. **QUELS... sont mes droits ?**

Dans certaines circonstances définies par la loi, vous avez le droit de :

* + - **Demander l'accès** à vos informations personnelles (également connu sous le nom de « Demande d'accès de la personne concernée »). Vous pouvez nous demander si nous traitons certaines de vos données personnelles. Si tel est le cas, vous pouvez demander à recevoir une copie des informations personnelles que nous détenons à votre sujet et à vérifier que nous les traitons légalement.
* **Demander la rectification** des informations personnelles que nous détenons à votre sujet. Ceci vous permet de faire rectifier toute information incomplète ou inexacte que nous détenons vous concernant.
* **Demander à être oublié**. Ceci vous permet de nous demander de supprimer ou de retirer des informations personnelles lorsque nous n'avons aucune raison valable de continuer à les traiter. Vous avez également le droit de nous demander de supprimer ou de retirer vos informations personnelles lorsque vous avez exercé votre droit d'opposition au traitement (voir ci-dessous).
* **Vous opposer au traitement de vos informations personnelles** lorsque nous invoquons un intérêt légitime (ou celui d'un tiers) et qu'un élément de votre situation particulière vous pousse à vous opposer au traitement pour ce motif. Vous avez également le droit de vous opposer à ce que nous traitions vos données personnelles à des fins de marketing direct.
* **Demander la limitation du traitement** **de vos informations personnelles**. Ceci vous permet de nous demander de suspendre le traitement des informations personnelles vous concernant, par exemple si vous souhaitez que nous déterminions leur exactitude ou la raison de leur traitement.
* **Demander le transfert de vos informations personnelle** à vous ou à un Tiers dans un format structuré, couramment utilisé et lisible par machine (également appelé « droit à la portabilité des données »).

Si vous souhaitez faire usage de l'un de ces droits, vous pouvez contacter le Compliance Officer. Veuillez vous référer à la section ‎10. Vous n'aurez pas à payer de frais pour accéder à vos informations personnelles (ou pour exercer l'un des autres droits). Toutefois, nous pouvons facturer des frais raisonnables si votre demande d'accès est manifestement non fondée ou excessive. Dans ces circonstances, nous pouvons également refuser de donner suite à la demande.

Nous pouvons avoir besoin de vous demander des informations spécifiques pour nous aider à confirmer votre identité et à garantir votre droit d'accès aux informations (ou d'exercer tout autre droit). Il s'agit d'une autre mesure de sécurité adéquate pour garantir que les informations personnelles ne sont pas divulguées à toute personne non autorisée à les recevoir.

1. **QUI... puis-je contacter si j'ai des questions ou des préoccupations ?**

Si vous avez des préoccupations (éventuelles) concernant la présente déclaration de confidentialité, vous pouvez en faire part au Chief Compliance Officer (compliance@hesinternational.eu). Vous pouvez également contacter votre Compliance Officer local pour toute question ou demande.

Vous avez également le droit, à tout moment, de déposer une plainte concernant notre traitement de vos informations personnelles auprès d'une Autorité de protection des données. Les coordonnées de contact pertinentes peuvent être trouvées sur : <https://ec.europa.eu/justice/article-29/structure/data-protection-authorities/index_en.htm>.

1. **COMMENT... gérez-vous les modifications apportées à cette Déclaration de confidentialité ?**

La présente Déclaration de confidentialité sera revue régulièrement et pourra en outre être révisée de temps à autre pour tenir compte, par exemple, des modifications apportées à la législation, des évolutions réglementaires et des changements organisationnels.

Une nouvelle Déclaration de confidentialité vous sera fournie en cas de modification importante. Nous pouvons également vous informer de temps à autres, par d'autres moyens, du traitement de vos informations personnelles.

1. **Historique des révisions**

|  |  |  |  |
| --- | --- | --- | --- |
| **VERSION** | **RÉVISÉE PAR** | **DESCRIPTION** | **DATE DE RÉVISION** |
|  |  |  |  |